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On 16 November 2020, I gave a Distinguished Lecture at Ruhr University Bochum. A video of  
is at https://www.youtube.com/watch?v=2PobV1jH4a8, and I wanted to share the 
references.   
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